
3. Cyber Security Engineer 

 

Responsibilities: 

Threat Analysis 

Job Description: 

Analyze potential cyber threats, develop threat hunting model to proactively identify potential threats 

to increase the ability to find security controls to reduce risks and detect malicious activities more 

quickly and ensure the compliance with related laws and regulations. Research and evaluate security 

trends, evolving cybersecurity threats, risks and develop a rapid attack detection and threat hunting. 

 

Penetration Tester: 

Job Description: 

Conduct security assessment & ethical hacking, analyze overall result and finding gaps, evaluate risk 

and provide recommend solution to mitigate the risk. Explore new hacking technique and new cyber 

threat & trend, research and conduct POC to identify & verify the impact & likelihood of new 

vulnerability and provide recommend solution to mitigate the risk. 

 


